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1.- INTRODUCCION

1.1.- OBJETIVO

El propoésito de este documento es presentar la Politica de Seguridad de la Informacion
definida por la Gerencia General de ACEPTA S.A.S.

1.2.- ALCANCE

Esta politica aplica a todos los elementos, registros y participantes que hacen parte del
Sistema de Gestion de Seguridad de la Informacion.

1.3.- RESPONSABILIDADES

El Gerente General es responsable de la definicion del contexto y alcance que tendra el
Sistema de Gestion de Seguridad de la Informacion (SGSI) en ACEPTA.

El Oficial de Seguridad es responsable de velar por el cumplimiento y el adecuado
entendimiento por el personal tanto interno como externo de la Politica de Seguridad de
ACEPTA.

El personal interno de ACEPTA es responsable de velar por el entendimiento y aplicacién
de la Politica de Seguridad, asi como reportar al conducto adecuado cualquier falla de esta.

Los proveedores son responsables de seguir los lineamientos de seguridad definidos en los
principios de seguridad para el alcance del SGSI a fin de no afectar su adecuado
funcionamiento.

Los clientes y partes interesadas deben conocer la Politica de Seguridad de la Informacidn
de ACEPTA.

1.4.- TERMINOLOGIA

e SGSI: Sistema de Gestion de Seguridad de la Informacién

e Principios de seguridad de la informacion: Son los principios impartidos por la OCDE
para la adecuada definicién de la Politica de Seguridad de la Informacion en las
organizaciones
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2.- POLITICA DE SEGURIDAD DE LA INFORMACION

2.1.- ALCANCE DEL SGSI DE ACEPTA
El alcance del SGSI de ACEPTA bajo la norma ISO/IEC 27001:2022 ha sido definido por
parte de la Gerencia General como el Servicio de Emision de Facturas Electrénicas y su
validacién, segun declaracion de aplicabilidad en vigor a la fecha de emision del
certificado” y considerando las dependencias conforme lo definido en el numeral 2.4.

2.2.- AMBITO DEL SGSI DE ACEPTA
El &mbito del SGSI es el personal de ACEPTA, sus proveedores, partes interesadas y los
clientes asociados con los servicios cubiertos por el SGSI; siendo el Servicio de Emision de
Facturas Electronicas conforme a los lineamientos impartidos por DIAN en Colombia

2.3.- POLITICA DE SEGURIDAD DE LA INFORMACION DE
ACEPTA

ACEPTA, asume el compromiso de desarrollar sus actividades segun su Sistema de Gestidn
de Seguridad de la Informacion basado en la norma ISO/IEC 27001:2022, en beneficio de
sus clientes, accionistas, colaboradores y proveedores y orientado a cubrir los principios de
Seguridad de la Informacion de la OCDE como buena préctica y que buscan proteger la
Confidencialidad, Integridad y Disponibilidad de los activos de informacion de ACEPTA,
en particular, orientandose a:

e Implementar un Sistema de Gestion de Seguridad de la Informacién que permita la
mejora continua de la gestion de los activos de informacién

e Implantar un proceso de Gestion de la seguridad que permita analizar y valorar el
riesgo de nuestros activos de informacion

e Impulsar, desde la Alta Gerencia, que el Sistema de Gestion de Seguridad de la
Informacion logre sus resultados esperados

e Asignando los recursos necesarios para el adecuado funcionamiento y mejora
continua del SGSI

e Comunicando la importancia del sistema de Gestion de Seguridad de la
Informacion a los clientes, accionistas, colaboradores y proveedores de ACEPTA.
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2.4.- DEPENDENCIAS DEL SGSI DE ACEPTA

Como parte del andlisis de contexto realizado y documentado en “GG-F-06 Analisis
FODA” se han identificado las dependencias e interfaces del SGSI y que alli se encuentran
definidas.
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